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Remarks

The country reports for this survey are based on data that have been received from the governments of the OSCE
participating States and from other sources, including OSCE field operations and international and local media NGOs.
These sources have provided information to the best of their knowledge; however, some responses are incomplete.

In each country report, we have indicated sources which provided the information. We have obtained information on
some OSCE participating States’ from different sources. In such cases, several reports have been published.

Disclaimer

The data for this survey have been received from the governments of the OSCE participating States and from other
sources, including OSCE field operations and international and local media NGOs. The Office of the OSCE
Representative on Freedom of the Media was not in the position to verify all of the data. Therefore, we cannot guarantee
the accuracy and completeness of the facts contained in this survey.

In some cases, when more than once response per country has been received, not all of them are published in full text.
The Office of the OSCE Representative on Freedom of the Media decided not to publish all the supplementary materials
(texts of legal provisions, tables and maps) provided by our sources. Where possible, web links are provided for the

documents available online.

We reserve the right to correct or complete some of the data as necessary, as well as include new country reports into
this document.




Albania

Prepared by the OSCE Presence in Albania

RIGHT OF ACCESS TO INFORMATION
Constitutional Rights

1. In your country, is there a constitutional right of public access to information or to documents held by
government bodies?

Yes (see below).

Article 23
The right to information is guaranteed.
Everyone has the right, in compliance with law, to obtain information about the activity of state
organs, and of persons who exercise state functions.
Everyone is given the possibility to attend meetings of elected collective organs.

Article 56
Everyone has the right to be informed about the status of the environment and its protection.

2. Has the Constitutional Court, the highest court or appellate court interpreted or enforced this right?
The Constitutional Court has not been asked to specifically interpret the right to information. However, in several

rulings on different issues, the Court has stressed the importance of the right to information as indispensable for a free
and constitutional rule.

3. Does this right apply to all information, or is it limited, in order to protect certain rights or types of
information from disclosure?

The right to information is limited.

4. If so, what are the limits and how are they defined by law (for example, the common exceptions made for
national security)?

See articles from the Law on Information Classified State Secret below. Also, the Law on Protection of Personal Data
aims at guaranteeing the personal data protection and their legal use by the public authority.

Article 1
Meaning and Importance of a Secret
This law specifies the rules for the classification, use, safekeeping and de-classification of information
about the national security, which, by this law, will be considered a state secret.

The state is the sole possessor of state secrets, regulating this right with the right of the public to learn
about its activity.




Article 6

Categories of Classification
Information will be subject to the process of classification when it is related to:
a) military plans, armaments or operations;
b) capability or weakness, capacities of systems, installations, projects and plans that have to do with
national security;
¢) activity of the information services, with the forms and methods of work, with cryptology in objects
and technical means, in places where information is processed and the archives where it is kept;
¢) information of foreign governments, international relations or with international activity of the
Republic of Albania, as well as with confidential sources;
d) scientific, technological and economic issues that are related to national security.

5. Are there other specific constitutional limits on access and dissemination of information?

The Constitution protects personal data (see below).

Article 35
No one may be compelled, except when the law requires it, to make public the data related to his
person.
The collection, use and making public of the data about a person is done with his consent, except for
the cases provided by law.
Everyone has the right to become acquainted with the data collected about him, except for the cases
provided by law.
Everyone has the right to request a correction or deletion of untrue or incomplete data or data
collected in violation of law.

Article 36
The freedom and secrecy of correspondence or any other means of communication are guaranteed.

Legal Rights

6. Is there a national law (a Freedom of Information Act, or a Freedom of Information (FOI) Law) allowing
individuals to access or demand any information from government bodies? Please name the law and provide an
English translation, and a web link, if available.

Yes, the Law on the Right to Information on Official Documents, No. 8503, dated 30.6.1999
http://www.freedominfo.org/documents/AL%20RightInfoOffDocs.doc.

7. Are there limits on who can use this law (for reasons of citizenship, legal status, etc)?

No.

8. Does the FOI law give journalists or media organisations a greater right of access to information than citizens?

No.

9. If there is a FOI law, please provide the statistics on the use of the law by journalists and media organizations.

There are no statistics. However, in the roundtables on access to information that the OSCE Presence and the Albanian
Ombudsperson’s Office organized all around Albania in 2006, it turned out that only a few journalist had used the law.

10. Is there a media or press law that gives journalists any additional rights of access to information? Please
name the law and provide an English translation, and a web link, if available.

No. However, the Constitutional Court recognized in a ruling that the right of the media to have access and disseminate
information should be always considered special, because of the special role of the media in a free and democratic
society.




11. Are there any limits in this law on access to, and publication of, information?

N/A

12. If there is a legal right in a media or press law to access information, please provide the statistics on the use of
that law by journalists and media organizations.

N/A

RECEIVING AND PUBLISHING INFORMATION

Rules on Classification

13. Is there a law or regulation (a State Secrets Act, Official Secrets Act or Protection of Classified Information
Act) that sets standards for state and official secrets, such as:

. Different categories in terms of level of confidentiality?

. The period of classification and declassification?

Yes, there is the Law on Information Classified as a State Secret. See below relevant articles.

Article 3

Levels of Classification
On the basis of its content, values and the state interest, a state secret is classified into one of the
following three levels:
a) “top secret,” when unauthorized disclosure might cause especially serious damage to national
security.
b) “secret,” when unauthorized disclosure might cause serious damage to national security.
¢) “confidential,” when unauthorized disclosure might cause damage to national security.
No other term shall be used for the definition of a state secret.
The rules for the process of classifying a state secret, as well as delegating the classifying authority,
are determined by substatutory act of the Council of Ministers.

Article 7

Time Extension of Classification
Information is classified for as long as the interest of national security requires it.
In the original classification, the classifying authority sets the time period for safekeeping, according
to the value of the information.
If the classifying authority does not determine a shorter time period for de-classification, the time
period will be ten years from the date of the original classification.
A classifying authority may extend the time period of classification or may re-classify a piece of
information for continuous periods that do not exceed 10 years, in compliance with the provisions of
this law.

Article 8
Calculation of the Time Period
The time period is the period of time during which a certain piece of information stays classified.
The time period is calculated as follows:
- When the information is problematic, from the date of the original classification;
- When its object is an event or occurrence, from the date of the event or occurrence.
De-classified information is considered ordinary.




Rules on Limitations

14. Does any law, administrative, criminal, or other prohibit the unauthorized disclosure, possession or
publication of state secrets related specifically to national security?

The Criminal Code punishes the disclosure and dissemination of information and documents that constitute state secret.

15. Do these prohibitions only apply to officials whose duty is to protect secret information, or do they also apply
to persons who have not signed security agreements, such as members of the public, including the media?

The prohibitions apply to all. See below relevant articles from the Criminal Code.

Article 294
Spreading state secrets by the person entrusted with it

Divulging, spreading, and informing facts, figures, content of documents or materials which,
according to a publicly known law, constitute state secrets, by the person entrusted with it or who
became informed of it because of his capacity, are punished with a fine or up to five years of
imprisonment.
When the same act is committed publicly, it is punished with a fine or up to ten years of
imprisonment.

Article 295

Spreading state secrets by citizens

Divulging, spreading, and informing facts, figures, content of documents or materials which,
according to a publicly known law, constitute state secrets, by any person who becomes informed on
them, are punished with a fine or up to three years of imprisonment.
When the same act is committed publicly, it is sentenced to a fine or up to five years of
imprisonment.

16. Does any law, administrative, criminal, or other, prohibit the unauthorized disclosure, possession or
publication of non-national security related information held by government bodies or those conducting public
business? Please list what types of information are covered by this?

No.

17. Do these prohibitions only apply to officials, or do they also apply to persons who have not signed security
agreements, such as members of the public including the media?

N/A

Rules on Sanctions

18. What are the civil or criminal penalties for unauthorised disclosure, possession or publication of classified
information? Is this part of the regulation on classification, or is it found in another law, such as the Criminal or
Penal Code?

See below. The penalties are part of the Criminal Code.




Article 294

Spreading state secrets by the person entrusted with them
Divulging, spreading, and informing facts, figures, content of documents or materials which,
according to a publicly known law, constitute state secrets, by the person entrusted with them or who
became informed of them because of his capacity, are punished with a fine or up to five years of
imprisonment.
When the same act is committed publicly, it is punished with to a fine or up to ten years of
imprisonment.

Article 295
Spreading state secrets by citizens
Divulging, spreading, and informing about facts, figures, content of documents or materials which,
according to a publicly known law, constitute state secrets, by any person who becomes informed on
them, are punished with a fine or up to three years of imprisonment.
When the same act is committed publicly, it is sentenced to a fine or up to five years of imprisonment.

19. Do these penalties apply to the media for unauthorised disclosure, possession or publication of classified
information? Are there additional or higher penalties for mass publication of information?

The penalties apply to all. The penalties are higher in case of mass publication of information (see answer to question 18
above).

20. Have there any cases been brought in the last five years against:

. Officials in charge of the leaked classified information?
. Members of the public?
. Journalists or media organisations?

Please describe the outcomes, including the date of the case, the defendants and the charges.

No information is available.

PROTECTION OF PUBLICATION IN THE PUBLIC INTEREST

21. In cases of breach of secrecy by the media, does the law acknowledge that society’s right to know about issues
of public interest might override the government’s classification? Does the law oblige the judiciary to apply the
public-interest test to evaluate the government’s classification concerns?

No. The law only says that “In special cases, classified information may be de-classified when its publication is dictated
by state interests that are more important than the need for keeping it classified”.

22. In practice, does the judiciary consider the public’s right to know as being overriding or equal to the
government’s classification concerns? Are there milder or no sanctions imposed on journalists and the media for
unauthorised release of information that was of legitimate public interest?

No. However, the judiciary has had only a few cases, if any, to take a stand on this issue.

PROTECTION OF SOURCES

23. Is there a national law on the protection of journalists (also referred to as 'shield law') from sanctions for
refusing to disclose their sources of information?

Article 44 of the law on electronic media No 8410 guarantees confidentiality of sources of information. The Article is
only applicable to electronic media journalists. (Article 15 of the draft print media law, which has still to be approved by
the Assembly, provides for print media journalists’ right to protect confidentiality of the source of information.)

24. If there are sub-national divisions, such as states or provinces, do they follow the national law or
independently recognize the right?




There are no such divisions; there are only communes, municipalities and regions, which follow the same law.

25. If there is no national law, are there court decisions, regulations or processes that recognize protection of
sources and limit their disclosure?

N/A

26. How many times in the last five years has a journalist or media organisation been required by a court or
official to disclose their sources of information under this law or any other law?

The OSCE Presence in Albania is not aware of any such cases.

27. Is the protection absolute? Under what circumstances can an official or a court order a journalist to reveal
sources?

Paragraph 3 of Article 159 of the Code of Criminal Procedures speaks about the protection of professional secrecy for
journalists and some other professionals, but its third paragraph says that, the court orders journalists to give sources of
their information in case the data are indispensable to prove a given criminal offence and truthfulness of these data may
become clear only through the identification of the source. See below the whole Article.

Article 159
Professional Secrecy

1. There may not be forced to give evidence for facts learnt due to their duty or profession, except
when they have to present them to the proceeding authorities:
a) the representatives of the religious belief, whose statutes are not in opposition to the Albanian rule
of law;
b) practicing lawyers, legal representatives and notaries;
¢) doctors, surgeons, pharmacists, obstetricians and anybody else exercising a medical profession,
d) the ones who exercise other duties or professions, whom the law recognises the right not to give
evidence for what concerns the professional secret.
2. When there are reasons to suspect that these persons try to not give evidence under unmotivated
grounds, the court orders for necessary verification. When it finds the refusal ungrounded, the court
decides that the witness must give evidence.
3. The provisions set forth in paragraph 1 and 2 shall also apply to the professional journalists as far as
the names of the persons from whom they have collected information during the performance of their
profession are concerned. But, in case the data are indispensable to prove the criminal offence and the
truthfulness of these data may become clear only through the identification of the source, the court
orders the journalist to give the source of his information.

28. What are the penalties for refusing to reveal sources of information?

There is no specific Article on journalists. As a general law, second paragraph of Article 165 of the Code of Criminal
Procedures the Court asks the Prosecution Office to proceed in line with relevant laws when the testifier (who can be a
journalist as well in his capacity as a defendant or witness) insists on refusing to testify.




Article 307 of the Criminal Code states that refusing to answer questions concerning knowledge of a criminal act or its
executor constitutes a criminal contravention and is sentenced to a fine or up to one year’s imprisonment. Below are the
full texts of the two Articles.

Article 165
Responsibility for false evidence or refusal to give evidence

1. When during the interrogation the witness gives contradictory, incomplete evidence or evidence
which runs against the taken proof, the court forewarns him for false evidence. The same
forewarning shall apply to the witness who unlawfully refuses to give evidence.

2. In case the witness persistently refuses to give evidence or when it is evident that the witness has
given false testimony, the court requests the prosecutor to proceed according to the law.

Article 307
Refusal to testify

Refusal to answer questions concerning the knowledge of a criminal act or its perpetrator constitutes
criminal contravention and is punished with a fine or up to one year’s imprisonment.

When refusal to testify occurs for profit or any other interests, this is punished with a fine or up to
three years’ imprisonment.

29. Are the journalists prohibited from revealing their source without the permission of the source?

This is not provided for by any Albanian legislation.

30. In the media, who is protected from disclosure of sources:
. The journalist? The editor? The publisher?
. Freelance journalists or commentators?

There is no specification about the category of journalists.

31. Is protection extended to those working for broadcasting media (television, radio, including cable and satellite
programmes)?

As mentioned above, the law on electronic media speaks about electronic media journalists. A draft law on print media
has not yet been accepted.

32. Is protection extended to different types of Internet-based media, Internet journalists and commentators?

There is no specification for these categories in the Albanian legislation.

33. Are searches of property belonging to the media or the journalists, such as newsrooms or apartments,
prohibited by law?

There is no specification for journalists. The Constitution of Albania guarantees in its Article 36 inviolability of
residence. According to the fundamental law, searches of a residence as well as the premises that are equivalent to it are
allowed only in cases provided by law. Inviolability of residence is also guaranteed by the Criminal Code, again, with
no specification for journalists. Also, the Criminal Code provides for the cases when and the conditions in which the
search is allowed for all citizens (Articles 202-206), with no specification for journalists.




34. Are third parties who act for journalists or media organisations, or provide services to them (like telephone

or internet providers) also protected from disclosure of data on journalists' communications with sources, or
from interception of them?

Again, there is no specification for journalists. The Constitution of Albania guarantees in its Article 36 the freedom and
secrecy of correspondence or any other means of communication.




Albania

Prepared by the Centre for Development and Democratization of Institutions (CDDI)

RIGHT OF ACCESS TO INFORMATION
Constitutional Rights

1. In your country, is there a constitutional right of public access to information or to documents held by
government bodies?

Yes, Article 23 of the Albanian Constitution provides for this.

2. Has the Constitutional Court, the highest court or appellate court interpreted or enforced this right?

No.

3. Does this right apply to all information, or is it limited, in order to protect certain rights or types of
information from disclosure?

No, it does not apply to all information held by government.

4. If so, what are the limits and how are they defined by law (for example, the common exceptions made for
national security)?

Data protection and classified information.

5. Are there other specific constitutional limits on access and dissemination of information?

Yes, article 17 for the reasons mentioned above.
Legal Rights

6. Is there a national law (a Freedom of Information Act, or a Freedom of Information (FOI) Law) allowing
individuals to access or demand any information from government bodies? Please name the law and provide an
English translation, and a web link, if available.

Yes, it is the law on Access to Official Documents, number 8503, of July 1999, entered in force January 2000.

7. Are there limits on who can use this law (for reasons of citizenship, legal status, etc)?

No.

8. Does the FOI law give journalists or media organisations a greater right of access to information than citizens?
No.

9. If there is a FOI law, please provide the statistics on the use of the law by journalists and media organizations.
They are no statistics on the use of law by journalists.

10. Is there a media or press law that gives journalists any additional rights of access to information? Please
name the law and provide an English translation, and a web link, if available.

They are no specific laws, which provide journalists with any additional right.




11. Are there any limits in this law on access to, and publication of, information?
N/A

12. If there is a legal right in a media or press law to access information, please provide the statistics on the use of
that law by journalists and media organizations.

N/A

RECEIVING AND PUBLISHING INFORMATION

Rules on Classification

13. Is there a law or regulation (a State Secrets Act, Official Secrets Act or Protection of Classified Information
Act) that sets standards for state and official secrets, such as :

. Different categories in terms of level of confidentiality?

. The period of classification and declassification?

Yes, it is a law on Classified Information which specifies four categories of levels and also the period of
declassification.

Rules on Limitations

14. Does any law, administrative, criminal, or other prohibit the unauthorized disclosure, possession or
publication of state secrets related specifically to national security?

Yes, is the Criminal Code.

15. Do these prohibitions only apply to officials whose duty is to protect secret information, or do they also apply
to persons who have not signed security agreements, such as members of the public, including the media?

Yes, it is applicable only for officials whose duty is to protect secret information.

16. Does any law, administrative, criminal, or other, prohibit the unauthorized disclosure, possession or
publication of non-national security related information held by government bodies or those conducting public
business? Please list what types of information are covered by this?

Yes, the law on gathering of police information and on tax law.

17. Do these prohibitions only apply to officials, or do they also apply to persons who have not signed security
agreements, such as members of the public including the media?

The prohibitions only apply to officials.
Rules on Sanctions

18. What are the civil or criminal penalties for unauthorised disclosure, possession or publication of classified
information? Is this part of the regulation on classification, or is it found in another law, such as the Criminal or
Penal Code?

Yes, they are part of the Criminal Code.

19. Do these penalties apply to the media for unauthorised disclosure, possession or publication of classified
information? Are there additional or higher penalties for mass publication of information?

No, they are not applied to media.

20. Have there any cases been brought in the last five years against:




e Officials in charge of the leaked classified information?
e Members of the public?
¢ Journalists or media organisations?
Please describe the outcomes, including the date of the case, the defendants and the charges.

In each of the three cases the answer is no.

PROTECTION OF PUBLICATION IN THE PUBLIC INTEREST

21. In cases of breach of secrecy by the media, does the law acknowledge that society’s right to know about issues
of public interest might override the government’s classification? Does the law oblige the judiciary to apply the
public-interest test to evaluate the government’s classification concerns?

No.

22. In practice, does the judiciary consider the public’s right to know as being overriding or equal to the
government’s classification concerns? Are there milder or no sanctions imposed on journalists and the media for

unauthorised release of information that was of legitimate public interest?

No.

PROTECTION OF SOURCES

23. Is there a national law on the protection of journalists (also referred to as 'shield law') from sanctions for
refusing to disclose their sources of information?

No'.

24. If there are sub-national divisions, such as states or provinces, do they follow the national law or
independently recognize the right?

N/A

25. If there is no national law, are there court decisions, regulations or processes that recognize protection of
sources and limit their disclosure?

No.

26. How many times in the last five years has a journalist or media organisation been required by a court or
official to disclose their sources of information under this law or any other law?

There was only one case in 2004.

27. Is the protection absolute? Under what circumstances can an official or a court order a journalist to reveal
sources?

In case of defamation, classified information, tax law, law on gathering police information and data protection.
28. What are the penalties for refusing to reveal sources of information?
They vary from monetary penalties to starting a criminal case.

29. Are the journalists prohibited from revealing their source without the permission of the source?

! OSCE/RFOM’s note: Atrticle 44 of LAW No. 8410, dated 30.09.1998 On Public and Private Radio-Television in the Republic of
Albania provides that “Confidentiality of sources of information (including materials researched by journalists) is guaranteed. They
are disclosed only in special cases as provided in the law.”

hitp:/fwww.ijnet.org/FE_Article/ml/Radio-TV%20Law.html




No.

30. In the media, who is protected from disclosure of sources:
¢ The journalist? The editor? The publisher?
¢ Freelance journalists or commentators?

None of these categories are protected.

31. Is protection extended to those working for broadcasting media (television, radio, including cable and satellite
programmes)?

No.
32. Is protection extended to different types of Internet-based media, Internet journalists and commentators?
No.

33. Are searches of property belonging to the media or the journalists, such as newsrooms or apartments,
prohibited by law?

34. Are third parties who act for journalists or media organisations, or provide services to them (like telephone
or internet providers) also protected from disclosure of data on journalists' communications with sources, or
from interception of them?

No.




Andorra

Prepared by the Government of Andorra

RIGHT OF ACCESS TO INFORMATION

Constitutional Rights

1. In your country, is there a constitutional right of public access to information or to documents held by
government bodies?

Article 12 of the Constitution of the Principality of Andorra of 1993 “recognises freedom of expression, communication
and information”. The same article says that “the law will regulate the right of reply, the right of rectification and
professional secrecy. Censorship or any other means of ideological control by the public authorities is prohibited”.

Further, Article 5 of the Constitution states that “The Universal Declaration of Human Rights is in force in Andorra”
and therefore its Article 19 applies:

Article 19
Everyone has the right to freedom of opinion and expression; this right includes freedom to hold
opinions without interference and to seek, receive and impart information and ideas through any
media and regardless of frontiers.

Atrticle 3(3) and (4) of the Constitution also states that:

Article 3
(..

1. Andorra incorporates into its ordinance the universally recognised principles of international
public law.

2. International treaties and agreements are integrated into the legal ordinance from their
publication in the Official Journal of the Principality of Andorra, and cannot be amended or repealed
by laws.

Thus, Article 10 of the European Convention for the Protection of Fundamental Humans Rights and Liberties, ratified
on 22 January 1996, is effectively of application in Andorra:

Article 10
1. Everyone has the right to freedom of expression. This right shall include freedom to hold
opinions and to receive and impart information and ideas without interference by public authority
and regardless of frontiers. This article shall not prevent States from requiring the licensing of
broadcasting, television or cinema enterprises.

2. The exercise of these freedoms, since it carries with it duties and responsibilities, may be
subject to such formalities, conditions, restrictions or penalties as are prescribed by law and are
necessary in a democratic society, in the interests of national security, territorial integrity or public
safety, for the prevention of disorder or crime, for the protection of health or morals, for the
protection of the reputation or rights of others, for preventing the disclosure of information
received in confidence, or for maintaining the authority and impartiality of the judiciary.

It must also be noted that the United Nations International Covenant on Civil and Political Rights and its two protocols
will come into force in Andorra on 22 December 2006. Article 19 states:




Article 19

1. Everyone shall have the right to hold opinions without interference.
2. Everyone shall have the right to freedom of expression; this right shall include freedom to seek,
receive and impart information and ideas of all kinds, regardless of frontiers, either orally, in
writing or in print, in the form of art, or through any other media of his choice.
3. The exercise of the rights provided for in paragraph 2 of this article carries with it special duties
and responsibilities. It may therefore be subject to certain restrictions, but these shall only be such
as are provided by law and are necessary:

1. For respect of the rights or reputations of others;

2. For the protection of national security or of public order, or of public health or morals.

It must be pointed out that the principal means of dissemination of the information that the Government uses is the
Official Journal of the Principality of Andorra, regulated by the Official Journal of the Principality of Andorra Act of 19
March 1983, in which Article 1 sets out:

Provisions of a general nature emanating from the General Council, the Government, the Communes
and the Quarts, will be, hereafter, published in the Official Journal of the Principality of Andorra,
without prejudice to publication in it of the provisions emanating from other authorities of bodies,
and legal or other notices not of an advertising nature.

Also reference must be made to Article 5 of the General Council (Parliament) Regulation which defines the methods by
which the Government delivers information to the Council, and Articles 89, 90 and 91 of the Regulation, which indicate
the procedures of publication by the legislative body.

Article 5
For compliance with the parliamentary activity, Members of the General Council have the right to
require the Public Authorities to deliver to them the data, reports and documents in their possession.
The application is made through the Speaker of the House.

Chapter eleven. On publications

Article 89
The "Official Journal of the General Council" will reproduce all the speeches, events and resolutions
adopted in the public sessions of the General Council.

Article 90
The "General Council Bulletin" will publish all the bills and white papers for law, the corrections
ordered by the Reporter and reports from legislative Committees with the amendments and particular
votes which are to be debated in the Plenary sessions, the resolutions of the Committees and the
Plenary, the proposals of resolutions, questions and answers, the communications and resolutions
that the Government transmits to the General Council, and any other text or document which this
Regulation requires or which may be ordered by the Speaker, according to its interest in the
parliamentary process.

Article 91
For reasons of urgency the Speaker may, for the purpose of debating and voting on them, order the
documents to which the above paragraph refers to be reproduced by other mechanical means and
distributed to the Members of the General Council who need to be aware of them. In every case they
must be published in the "General Council Bulletin".

Finally, the Penal Procedure Code, of 16 February 1989, determines the conditions under which the documents of the
Administration of Justice may be published:




Title six. Legal resolutions and other actions
Chapter 1. Court resolutions, orders and judgments
Article 184

The following may not be published without the express authorisation of the court:

a) Hearings or any other procedural action.

b) The internal deliberations of the courts or personal impressions of officials of the judiciary.

In no case may there be comments on the debates, actions and decisions of the courts, except those
of a technical-legal nature. Neither may there be any comment which attacks the standing and
dignity of the courts, their members or the parties, or any other person who has taken part in the
hearing.

2. Has the Constitutional Court, the highest court or appellate court interpreted or enforced this right?

The Senior Council of Justice, which is the organ of representation, government and administration of the legal
organisation, in accordance with Article 89(1) of the Constitution of the Principality of Andorra, knows of no cases of
interpretation or application of this right by the Andorran courts.

There is, however, a judgment of the Constitutional Court in relation to Article 14 of the Andorran Constitution and
which refers to the publication of documents by professional journalists.

Constitution of the Principality of Andorra:

Article 14

The right to privacy, reputation and personal image is guaranteed. Everyone has the right to be
protected by the law against unwarranted intrusions into their private and family life.

3. Does this right apply to all information, or is it limited, in order to protect certain rights or types of
information from disclosure?

The Administration Code, of 29 March 1989, regulates in Chapter III the form of administrative acts, and sets forth in
Article 37(7) that “except where provided otherwise, the public will have the ability to have knowledge of the acts”.
More precisely, Article 42 of the Administration Code says:




Article 42

1. Members of the public will have the right to demand knowledge of administrative documents,
save for the exceptions established, for the benefit of both the Authorities and the general public,
by sections 2, 3 and 4 if this article.

The information will take place, according to cases, either by free enquiry to the offices of the
Authorities, or through the issue of copies at the expense of the applicant.

Any fraudulent use of the information thus obtained will be subject to criminal proceedings.
Members of the public who believe themselves to have been refused information can appeal
directly to the administrative and taxation jurisdiction.

2. The Authorities can refuse to allow consultation of documents covered by secrecy established
by law.

3. Nominative information contained in administrative documents can only be communicated to
persons who are holders of a subjective right or have a personal and direct legitimate interest in the
issue.

Information which allows the identification of the persons to whom it refers in whatever form,
whether direct or not, will be considered nominative.

4. Documents containing personal data of a police, procedural or clinical nature or any other,
which could affect the safety of people, their reputation, the privacy of their private and family
life, or their personal image, can only be communicated with the express consent of those affected,
or when fifty years have passed since their death, or by court order.

4. If so, what are the limits and how are they defined by law (for example, the common exceptions made for
national security)?

Article 42(2) of the Administration Code refers to documents of the Authorities covered by secrecy established by law.

The Government Act, of 15 December 2000, does not say which documents are covered by secrecy but it does say in
Article 14(5): “In every case, the discussions taking place in Government meetings are secret. The members of the
Government and all the people attending the meetings are obliged to keep secret the discussions, the opinions and the
votes cast by each one. Neither can they disclose documents of which they are aware by reason of their jobs, until they
have been made public officially”.

This article is the only mention of limits or restrictions on public access to administrative documents regarding the
Government’s management.

However, there is a regulation for administrative documents which are transferred to the Andorran National Archive as
part of the documentary heritage:

The Regulation of the Andorran National Archive, approved by the General Council on 22 December 1975, covers all
the documentation produced and received by the Andorran public authorities. With regard to consulting the
documentation, Article 10 of the Regulation expresses “that documents more than 50 years old may be consulted by the
public” respecting a series of conditions of a technical and formal kind. These conditions are defined in Articles 11 to
15, and are concerned with the respect for privacy, reputation and the requirements demanded by the Archive for
consultations (filling in a form, the use of microfilm, etc.).

Chapter three of the Andorran National Archive Regulation defines the means of access to the documentation and more
precisely Articles 18 and 19 regulate the restriction of access and classified material in documents constituting the
documentary heritage:




Article 18: Restriction of access

The documentation, from its entry into the archive, is of free access except when excluded by the
provisions contained in the following articles.

Article 19: Classified material

Article 19(1) Material classified in conformity with the legislation on official secrets, and
documentation which is expressly excluded by law or the dissemination of which could mean a
risk to the defence or security of the State or to enquiries into offences, is excluded from public
consultation.

Article 19(2) Without prejudice to the above, the authority which declared the secrecy or
reservation can grant authorisation for access to documents of this kind. The grant of an
authorisation in all the other suppositions corresponds to the Head of the Archives Service.

5. Are there other specific constitutional limits on access and dissemination of information?

Article 14 of the Constitution of Andorra of 1993 “guarantees the right to privacy, reputation and personal image.
Everyone has the right to be protected by the law against unwarranted intrusions into their private and family life”.

The development of this fundamental right, especially the regulation of the data to which the public has the right of

access, is regulated by the Qualified Law of Personal Data Protection of 18 December 2003.

In this context, Article 42(3) o